
KİŞİSEL VERİLERİN İŞLENMESİ VE KORUNMASI POLİTİKASI (KVKK & 
GDPR) 

1. AMAÇ VE KAPSAM 

AKSOY MAH. CEMAL GURSEL CAD. NO: 386 K: 2 D: 2 LOKASYON CO-
WORKING 35580 KARSIYAKA / IZMIR adresinde faaliyet gösteren HCA 
ORGANİZASYON DANIŞMANLIK PAZARLAMA VE TİCARET LİMİTED 
ŞİRKETİ (aşağıda kısaca "Şirket" veya "Veri Sorumlusu" olarak anılacaktır) 
olarak, 6698 Sayılı Kişisel Verilerin Korunması Kanunu (KVKK) ve Avrupa 
Birliği Genel Veri Koruma Tüzüğü (GDPR) hükümlerine tam uyum 
sağlamayı taahhüt ederiz. Bu politika, ajans faaliyetlerimiz sırasında temas 
ettiğimiz tüm gerçek kişilere ait verilerin korunması ve şeffaflığın 
sağlanması amacıyla hazırlanmıştır. 

2. TANIMLAR 

• Kişisel Veri: Kimliği belirli veya belirlenebilir gerçek kişiye ilişkin her 
türlü bilgi (Ad, soyad, telefon, IP adresi vb.). 

• Veri İşleme: Verilerin elde edilmesi, kaydedilmesi, depolanması veya 
aktarılması gibi her türlü işlem. 

• Veri Sahibi: Kişisel verisi işlenen gerçek kişi (Müşteri, ziyaretçi, çalışan 
adayı). 

3. KİŞİSEL VERİLERİN İŞLENME İLKELERİ 

Şirketimiz, kişisel verileri işlerken aşağıdaki ilkelere uyar: 

• Hukuka ve dürüstlük kurallarına uygun olma. 
• Doğru ve gerektiğinde güncel olma. 
• Belirli, açık ve meşru amaçlar için işlenme. 
• İşlendikleri amaçla bağlantılı, sınırlı ve ölçülü olma. 
• Mevzuatta öngörülen veya amaç için gerekli olan süre kadar 

muhafaza edilme. 

4. VERİ İŞLEME VE AKTARIM ŞARTLARI 

Kişisel verileriniz, açık rızanız olmaksızın işlenemez. Ancak aşağıdaki 
durumlarda açık rıza aranmaksızın işleme yapılabilir: 

• Kanunlarda açıkça öngörülmesi. 
• Bir sözleşmenin kurulması veya ifası için zorunlu olması. 
• Veri sorumlusunun hukuki yükümlülüğünü yerine getirmesi. 
• Bir hakkın tesisi veya korunması için zorunlu olması. 

Özel Nitelikli Veriler: Sağlık, cinsel hayat veya biyometrik veriler gibi hassas 
veriler, KVKK Madde 6 uyarınca yeterli önlemler alınarak ve yalnızca yasal 
gereklilikler dahilinde işlenir. 



5. VERİ GÜVENLİĞİ İÇİN ALINAN TEDBİRLER 

Şirketimiz, verilerin hukuka aykırı erişimini önlemek amacıyla gerekli teknik 
ve idari tedbirleri almaktadır: 

• İdari: Personel eğitimi, veri gizliliği sözleşmeleri ve periyodik 
denetimler. 

• Teknik: İç kontroller, sızma engelleme sistemleri ve güvenli veri kayıt 
matrisleri. 

6. VERİ SAHİBİNİN HAKLARI (KVKK Madde 11 & GDPR) 

Veri sahipleri Şirketimize başvurarak şu haklarını kullanabilirler: 

• Verilerinin işlenip işlenmediğini öğrenme. 
• Eksik veya yanlış verilerin düzeltilmesini isteme. 
• Verilerin silinmesini (Unutulma Hakkı) talep etme. 
• Veri taşınabilirliği hakkını kullanma (GDPR Madde 20). 
• İşlemeye itiraz etme. 

 
 

PERSONAL DATA PROTECTION AND PROCESSING POLICY (KVKK & 
GDPR) 

1. PURPOSE AND SCOPE HCA ORGANİZASYON DANIŞMANLIK 
PAZARLAMA VE TİCARET LİMİTED ŞİRKETİ, operating at the 
address AKSOY MAH. CEMAL GURSEL CAD. NO: 386 K: 2 D: 2 LOKASYON 
CO-WORKING 35580 KARSIYAKA / IZMIR (hereinafter referred to as the 
"Company" or "Data Controller"), is committed to full compliance with the 
Law No. 6698 on the Protection of Personal Data (KVKK) and the European 
Union General Data Protection Regulation (GDPR). This policy has been 
prepared to ensure transparency and the protection of personal data of all 
natural persons we interact with during our agency activities. 

2. DEFINITIONS 

• Personal Data: Any information relating to an identified or 
identifiable natural person (Name, surname, phone number, IP 
address, etc.). 

• Data Processing: Any operation performed on data, such as 
collection, recording, storage, or transfer. 

• Data Subject: The natural person whose personal data is processed 
(Customer, visitor, job applicant). 

3. PRINCIPLES OF PROCESSING PERSONAL DATA Our Company 
complies with the following principles when processing personal data: 



• Compliance with the law and honesty rules. 
• Being accurate and updated when necessary. 
• Processing for specific, clear, and legitimate purposes. 
• Being relevant, limited, and proportionate to the purpose of 

processing. 
• Retention for the period stipulated in the legislation or required for 

the purpose. 

4. CONDITIONS FOR DATA PROCESSING AND TRANSFER Your personal 
data cannot be processed without your explicit consent. However, 
processing may occur without explicit consent in the following cases: 

• Clearly stipulated in the laws. 
• Necessary for the establishment or performance of a contract. 
• Fulfillment of the legal obligation of the data controller. 
• Necessary for the establishment or protection of a right. 

Special Categories of Data: Sensitive data, such as health or biometric 
data, are processed only within legal requirements and by taking adequate 
measures in accordance with KVKK Article 6. 

5. MEASURES TAKEN FOR DATA SECURITY Our Company takes necessary 
technical and administrative measures to prevent unlawful access to data: 

• Administrative: Personnel training, data confidentiality agreements, 
and periodic audits. 

• Technical: Internal controls, intrusion prevention systems, and 
secure data recording matrices. 

6. RIGHTS OF THE DATA SUBJECT (KVKK Article 11 & GDPR) Data subjects 
may apply to our Company to exercise the following rights: 

• To learn whether their data is being processed. 
• To request correction of incomplete or incorrect data. 
• To request the erasure of data (Right to be Forgotten). 
• To exercise the right to data portability (GDPR Article 20). 
• To object to the processing of their data. 

 

Contact Details for Data Subject Inquiries: Address: Aksoy Mah. Cemal 
Gursel Cad. No: 386 K: 2 D: 2 Karsiyaka / Izmir - 
Turkiye Email: hello@goevent.com.tr Phone: +90 232 376 06 76 

 


